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[8] Aline Gouget, Hervé Sibert, Come Berbain, Nicolas Courtois, Blandine Debraize,

and Chris Mitchell, Analysis of the bit-search generator and sequence compression

techniques, Fast Software Encryption (Berlin), Lecture Notes in Computer Science,

vol. 3557, Springer-Verlag, 2005, pp. 196–214.

[9] Antoine Joux and Frédéric Muller, A chosen IV attack against Turing, Selected Areas

in Cryptography, Lecture Notes in Comput. Sci., vol. 3006, Springer, Berlin, 2004,

pp. 194–207. MR MR2094730 (2005f:94106)

6



[10] P. Loidreau and V. Shorin, Application of Gröbner bases techniques for searching new
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[25] Pierrick Gaudry and Éric Schost, A low-memory parallel version of Matsuo, Chao,

and Tsujii’s algorithm, Algorithmic Number Theory, Lecture Notes in Comput. Sci.,

vol. 3076, Springer, Berlin, 2004, pp. 208–222. MR MR2137355 (2005m:11237)

[26] Volker Gebhardt, A new approach to the conjugacy problem in Garside groups, J.

Algebra 292 (2005), no. 1, 282–302. MR MR2166805

[27] Willi Geiselmann, Willi Meier, and Rainer Steinwandt, An attack on the isomorphisms

of polynomials problem with one secret, Int. J. Inf. Secur. (2003), no. 2, 59–64.

[28] Willi Geiselmann and Rainer Steinwandt, Cryptanalysis of a knapsack-like cryptosys-

tem, Period. Math. Hungar. 45 (2002), no. 1-2, 35–41. MR MR1955191 (2003m:94062)

[29] , Yet another sieving device, Topics in Cryptology—CT-RSA 2004, Lecture

Notes in Comput. Sci., vol. 2964, Springer, Berlin, 2004, pp. 278–291. MR MR2092251

[30] , Non-wafer-scale sieving hardware for the NFS: another attempt to cope with

1024-bit, Advances in cryptology—EUROCRYPT 2007, Lecture Notes in Comput.

Sci., vol. 4515, Springer, Berlin, 2007, pp. 466–481. MR MR2449226 (2009h:94125)
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[34] Markus Grassl, Ivana Ilić, Spyros Magliveras, and Rainer Steinwandt, Cryptanalysis

of the Tillich–Zémor hash function, J. Cryptology online first (2010), 1–9.

[35] Markus Grassl and Rainer Steinwandt, Cryptanalysis of an authentication scheme

using truncated polynomials, Inform. Process. Lett. Article in Press (2009).

[36] Anja Groch, Dennis Hofheinz, and Rainer Steinwandt, A practical attack on the root

problem in braid groups, Algebraic methods in cryptography, Contemp. Math., vol.

418, Amer. Math. Soc., Providence, RI, 2006, pp. 121–131. MR MR2389293
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